Version: 1
Datenschutzerklarung Stand: 19.12.2025

fur Patienten Giiltig ab: 19.12.2025
Seite 1 von 12

Sehr geehrte Patienten,

Hinweis: Zur besseren Lesbarkeit wird auf die gleichzeitige Nennung aller Geschlechtsformen
(m/w/d) verzichtet. Samtliche Personenbezeichnungen gelten gleichermallen fiir alle Geschlech-

ter.

Im Rahmen lhrer Behandlung, Versorgung oder Untersuchung verarbeitet unsere medizinische
Einrichtung (nachfolgend ,wir‘, ,uns“ oder ,unser‘ genannt) lhre personenbezogenen Daten,

einschliefllich Gesundheitsdaten (nachfolgend zusammen ,Daten“ genannt).

Der Schutz lhrer Daten ist uns wichtig. Aus diesem Grund moéchten wir Sie mit dieser Datenschut-
zerklarung Uber die Verarbeitung lhrer Daten und lhre Rechte gemal der EU-Datenschutz-

Grundverordnung (DSGVO) umfassend informieren.

Die Erhebung von Gesundheitsdaten ist unerlasslich fir lhre Beratung, Diagnostik und Behand-
lung. Ohne die Bereitstellung der erforderlichen Informationen kann eine umfassende und sorg-

faltige medizinische Versorgung nicht gewahrleistet werden.

Zur Durchfiihrung der medizinischen Behandlung, der Praxisorganisation und -dokumentation,
zur Kommunikation mit lhnen sowie mit weiteren an der Behandlung beteiligten Leistungserbrin-
gern sowie zur Durchfiihrung von Videosprechstunden, Online-Anamnesen und Online-Termin-
vereinbarungen setzen einzelne medizinische Einrichtungen innerhalb unseres kooperierenden
Praxisverbundes unterschiedliche spezialisierte Software- und Online-Dienste externer IT-
Dienstleister ein. Welche konkreten Dienste und Anbieter jeweils eingesetzt werden, richtet sich
nach der jeweiligen medizinischen Einrichtung innerhalb des kooperierenden Praxisverbundes
sowie nach dem von lhnen in Anspruch genommenen Leistungsangebot. Eine aktuelle Ubersicht
Uber die im kooperierenden Praxisverbund eingesetzten Dienstleister finden Sie in der erganzen-
den Datenschutzerklarung fur Patienten zur Nutzung medizinischer Tools unter https://ddoku-
mente.de/Erga%CC%88nzende%20Datenschutzerkla%CC%88rung-medizini-

sche%20Tools_vereinfachte%20Version.pdf. Die dort enthaltenen Informationen sind nach

Dienstleisternamen (z. B. Doctolib) gegliedert.
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1. Wer ist fir die Verarbeitung lhrer Daten verantwortlich?

Verantwortlich fur die Datenverarbeitung ist die im Impressum genannte medizinische Ein-

richtung. Die Kontaktdaten entnehmen Sie bitte dem Impressum.

2. Welche Kategorien von Daten werden verarbeitet?

Als Patient werden lhre Daten erhoben und verarbeitet. Dabei kann es sich insbesondere um

folgende Kategorien von Daten handeln:

Patientenstammdaten und Kontaktdaten, z.B. Anrede, Geschlecht, Vor- und Nach-
name, Geburtsdatum, Adresse und Anschrift, Telefonnummer, E-Mail-Adresse, Perso-
nen- und Familienstand und Angaben zu Kindern, Beruf, Staatsangehdrigkeit;

Daten von Bevollmachtigten, Vertretern oder Ansprechpartnern, z.B. Stamm- und
Kontaktdaten, Angaben zur Art der Vertretung und ggf. zum Verwandtschaftsgrad;
Versicherungsdaten, z.B. Angaben zur Krankenversicherung, Versicherungsnum-
mer, weitere Versicherungsinformationen;

Labor- und Befunddaten, z.B. erstellte Laboranalysen, Untersuchungsergebnisse,
weitere Befunddaten sowie Angaben zur Befundibermittlung;

Proben- und Analysedaten, z.B. Art, Herkunft und Kennzeichnung der Probe (z. B.
Barcode, Proben-ID).

Gesundheitsdaten im Zusammenhang mit der Behandlung, z.B. Anamnesen, Di-
agnosen, Therapievorschlage, Therapieverlaufe, Medikationsdaten, Arztbriefe, Uber-
weisungen, Behandlungsdokumentationen und sonstige medizinische Aufzeichnun-
gen;

Genetische Daten, soweit diese im Rahmen von gendiagnostischen Untersuchungen
gewonnen werden;

Meldedaten, soweit Meldungen aufgrund gesetzlicher Vorgaben (z. B. bei meldepflich-
tigen Befunden) erforderlich sind;

Abrechnungs- und Zahlungsdaten, einschliellich Angaben zur Bonitat und zum
Zahlungsverhalten;

Kommunikationsdaten, z.B. Informationen aus der Korrespondenz mit lhnen sowie
mitbehandelnden Arzten, medizinischen Laboren, weiteren medizinischen Einrichtun-

gen oder sonstigen Dritten im Zusammenhang mit Ihrer Behandlung.




Version: 1
Datenschutzerklarung Stand: 19.12.2025

fur Patienten Giiltig ab: 19.12.2025
Seite 3 von 12

3. Zu welchen Zwecken werden lhre Daten verarbeitet?

a)

b)

d)

Medizinische Versorgung und Behandlung

e Verarbeitung von Patientenstamm- und Kontaktdaten sowie Gesundheitsdaten fiir die
medizinische Versorgung und Behandlung (praventiv, diagnostisch, therapeutisch,
kurativ, nachsorgend) ;

o Beratung und Aufklarung der Patienten tber Krankheitsbilder, Behandlungsmadglich-
keiten und -risiken;

¢ Nutzung digitaler und papierbasierter Fragebdgen zur Erhebung von Gesundheitsda-
ten;

e Verarbeitung besonderer Kategorien von Daten, z. B. zur ethnischen Herkunft, gene-
tischen oder biometrischen Merkmalen, soweit medizinisch erforderlich;

e Teilnahme an interdisziplindren Fallkonferenzen zur Analyse und Abstimmung von
Diagnostik und Therapie;

o  Erstellung medizinischer Unterlagen wie Arztbriefe und Befundberichte zur Dokumen-
tation und weiteren Behandlung.

Abrechnung, Verwaltung und Abwicklung der Behandlung

e Durchfuhrung der Abrechnung medizinischer Leistungen gegenuber gesetzlichen und
privaten Kostentragern;

e Internes Controlling, Rechnungsprufung und wirtschaftliche Verwaltung der Behand-
lung;

e Geltendmachung, Ausiibung oder Verteidigung von rechtlichen Ansprichen im Zu-
sammenhang mit der Behandlung;

e Ubermittlung von Abrechnungsdaten an privatarztliche Verrechnungsstellen (PVS),
Abrechnungsdienstleister oder Factoring-Dienstleister, die Forderungen gegen Pati-
enten oder Kostentrager erwerben und im eigenen Namen geltend machen.

Qualitatssicherung und Fortbildung

e Durchfuihrung gesetzlich oder berufsrechtlich vorgeschriebener Qualitatssicherungs-
malnahmen zur Verbesserung der medizinischen Versorgung;

e Ausbildung und Fortbildung von medizinischem Personal.

Erfullung gesetzlicher Meldepflichten

Verarbeitung und Ubermittlung von Daten zur Erfiillung gesetzlich vorgeschriebener Mel-

depflichten, z. B. an Gesundheitsamter, Krebsregister oder andere zustandige Behoérden

gemal Infektionsschutzgesetz (IfSG) oder vergleichbaren spezialgesetzlichen Vorgaben.

Je nach Fallkonstellation kann die Meldung entweder durch die behandelnde Praxis oder
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g)

h)

durch das beauftragte medizinische Labor erfolgen. Weiterfuhrende Informationen zu den

Meldungen an das Landeskrebsregister finden Sie im separaten Dokument , Patientenin-

formation — Dateniibermittlung an das Landeskrebsregister".

IT-Betreuung und Systemverwaltung

o Betrieb, Wartung und Pflege von IT-Systemen sowie medizinischer Fachanwendun-
gen;

o Sicherstellung der technischen Verfligbarkeit, Funktionsfahigkeit und Sicherheit der
IT-Infrastruktur (einschlieRlich Datensicherung, Zugriffsverwaltung und Systemuber-
wachung).

Patientenkommunikation und Praxismanagement

e  Durchfihrung der Kommunikation mit Patienten, z. B. Terminvereinbarung, Rickfra-
gen zur Behandlung, Ubermittlung von Untersuchungsergebnissen;

¢ Nutzung von digitalen oder papierbasierten Fragebdgen zur Vorbereitung und Opti-
mierung der Behandlung;

¢  Angebot und Durchfiihrung von Online-Videosprechstunden;

e  Optimierung und Steuerung interner Praxisablaufe und Organisationsstrukturen;

e Verwaltung von Patientenanfragen tber Online-Portale oder Patientenportale;

o Nutzung externer Kommunikationslésungen wie E-Mail-, SMS- oder App-basierte
Services (z. B. fur Terminerinnerungen oder Befundubermittlung).

Medizinische Dokumentation

o Dokumentation samtlicher behandlungsrelevanter Informationen wie Untersuchungs-
ergebnisse, Diagnosen, Therapieverlaufe und Behandlungsplane;

¢ Verwaltung und Pflege elektronischer Patientenakten (ePA), einschliel3lich gesetzlich
vorgeschriebener Archivierung.

Forschung und wissenschaftliche Zwecke

e Teilnahme an medizinischen Studien und wissenschaftlichen Forschungsprojekten;

e Weitergabe von pseudonymisierten Daten an externe Forschungseinrichtungen oder
zur Veroffentlichung wissenschaftlicher Ergebnisse.

Marketing

e Versand von Newslettern mit Informationen zu gesundheitsbezogenen Themen und
neuen Praxisleistungen;

¢ Information der Patienten Uber zusatzliche Leistungen, Vorsorge- und Praventions-

angebote.
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j) Krisenmanagement und Notfallversorgung
Verarbeitung von Patientendaten im Rahmen von Notfallen, Pandemien oder anderen au-
Rergewdhnlichen Krisensituationen zum Schutz der 6ffentlichen Gesundheit und zur Si-
cherstellung der medizinischen Versorgung.
k) Compliance und gesetzliche Anforderungen
o Erfillung gesetzlicher Anforderungen und regulatorischer Verpflichtungen (z. B. Mel-
depflichten nach dem IfSG oder dem Krebsregistergesetz (KFRG);
e  Durchfihrung interner und externer Prifungen zur Einhaltung von Datenschutz- und
IT-Sicherheitsvorgaben (z. B. Audits);
¢ Wahrnehmung berufsrechtlicher Pflichten gemaf der Berufsordnung der zustandigen
Landesarztekammer (z. B. Dokumentationspflichten, Aufbewahrungspflichten);
¢ Umsetzung gesetzlich vorgeschriebener Qualitdtsmanagementmalnahmen,;
e Zusammenarbeit mit Aufsichtsbehérden und Ubermittlung von Daten im Rahmen ge-
setzlich vorgeschriebener Prifverfahren;
e Uberpriifung und Einhaltung von Aufbewahrungs- und Dokumentationspflichten nach
einschlagigen Gesetzen.
e Bearbeitung von Datenschutzanfragen Betroffener (z.B. Auskunftsersuchen,
Léschantrage).
) Geltendmachung, Ausiuibung und Verteidigung von rechtlichen Ansprichen und
Forderungen
Ihre Daten kénnen verarbeitet werden zur Durchsetzung eigener Anspriiche, zur Abwehr
unberechtigter Forderungen sowie zur Wahrnehmung und Verteidigung unserer rechtli-

chen Interessen in auBergerichtlichen und gerichtlichen Verfahren.

4. Von wem erhalten wir lhre Daten?
Die Daten erheben wir in der Regel direkt bei Ihnen. In bestimmten Fallen kdnnen wir Daten
auch von anderen Arzten, Arztpraxen, medizinischen Versorgungszentren (MVZ), Laboren,
Kliniken oder anderen medizinischen Einrichtungen erhalten. Daruber hinaus ist es moglich,
dass wir lhre Daten von Dritten erhalten, z. B. von Behdrden, Krankenkassen oder anderen
Tragern des 6ffentlichen Gesundheitswesens, sofern dies fur die jeweilige Zweckbestimmung

rechtlich zulassig ist.
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5. Wer hat Zugriff auf Ilhre Daten?
Nur an lhrer Behandlung, Untersuchung oder Abrechnung beteiligte Personen haben Zugriff
auf lhre Daten. Diese werden ausschliel3lich von Fachpersonal oder unter dessen Verantwor-
tung verarbeitet. Das Fachpersonal unterliegt dem Berufsgeheimnis und ist zur Wahrung der
Vertraulichkeit verpflichtet. Wir gewahrleisten einen verantwortungsvollen und vertraulichen

Umgang mit lhren Daten.

6. Auf welcher Rechtsgrundlage und fiir welche Datenarten erfolgt die Verarbeitung lhrer
Daten?
Die Verarbeitung lhrer Daten erfolgt auf Grundlage gesetzlicher Vorgaben, um den Behand-
lungsvertrag zwischen Ihnen und lhrem Arzt sowie die damit verbundenen Verpflichtungen zu
erfillen. Darlber hinaus stitzen wir uns auf weitere rechtliche Grundlagen, die uns die Verar-

beitung Ihrer Daten zusatzlich gestatten:

e Die Verarbeitung von Personenstammdaten (z.B. Name, Vorname, Adresse, Geburts-
datum) erfolgt auf Grundlage von Art. 6 Abs. 1 S. 1 lit. b) DSGVO zur Anbahnung und
Durchfluihrung des Behandlungsvertrages.

e Die Verarbeitung von allen Gesundheitsdaten im Rahmen der Behandlung und Doku-
mentation basiert auf Art. 9 Abs. 2 S. 1 lit. h), Abs. 3 und Abs. 4 DSGVO i.V.m.
§ 22 Abs. 1 S. 1 Nr. 1 lit. b) des Bundesdatenschutzgesetzes (BDSG) und §§ 630a ff. und
630f des Birgerlichen Gesetzbuches (BGB). Die Erfassung lhrer Daten Uber Fragebdgen
stellt eine vorvertragliche MaRnahme dar, die fur den Vertragsabschluss mit lhrem behan-
delnden Arzt erforderlich ist.

¢ Die Verarbeitung zur verwaltungstechnischen Abwicklung Ihrer Behandlung beruht auf
Art. 6. Abs. 1 S. 1 lit. b) DSGVO, Art. 9 Abs. 2 S. 1 lit. h), Abs. 3, Abs. 4 DSGVO i.V.m.
§ 22 Abs. 1S. 1 Nr. 1 lit. b) BDSG i.V.m. § 301 des Sozialgesetzbuch (SGB) Flinftes Buch
(V) (SGB V).

¢ Die Weitergabe von Gesundheitsdaten an mit- oder weiterbehandelnde Stellen, etwa
Facharzte, Labore erfolgt zur medizinischen Versorgung auf Grundlage von
Art. 9 Abs. 2 S. 1 lit. h), Abs. 3 und Abs. 4 DSGVO i.V.m. § 22 Abs. 1 S. 1 Nr. 1 lit. b)
BDSG.

e Die Verarbeitung im Rahmen von meldepflichtigen Erkrankungen oder Laborwerten
nach den gesetzlichen Vorgaben basiert auf Art. 6. Abs. 1 S. 1 lit. ¢c) DSGVO, Art. 9 Abs.
2 S. 1lit. h)und i), Abs. 3, Abs. 4 DSGVO i.V.m. § 22 Abs. 1 S. 1 Nr. 1 lit. b) und c) BDSG.
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Die Verarbeitung zu Zwecken der Qualitatssicherung im Gesundheitswesen basiert
auf Art. 9 Abs. 2 S. 1 lit. i) DSGVO i.V.m. §§ 299 und 136 SGB V.

Soweit bestimmte Datenverarbeitungen auf Ihrer ausdricklichen Einwilligung beruhen,
bilden Art. 6 Abs. 1 S. 1 lit. @) und Art. 9 Abs. 2 S. 1 lit. a) i.V.m. Art. 7 DSGVO die mal3-
gebliche Rechtsgrundlage. Sofern dartiber hinaus spezielle gesetzliche Vorgaben Anwen-
dung finden — wie beispielsweise das Gendiagnostikgesetz (GenDG) bei genetischen Un-
tersuchungen — erfolgt die Verarbeitung zusatzlich auf Grundlage von § 8 GenDG i.V.m.
Art. 9 Abs. 2 S. 1 lit. a) und Art. 7 DSGVO. Gleiches gilt entsprechend fur andere einschla-
gige Spezialgesetze, die ergadnzend konkrete Anforderungen an die Datenverarbeitung
enthalten.

Die Verarbeitung im Rahmen des organisatorischen Praxismanagements (z.B. Ter-
minverwaltung, interne Ablaufe) erfolgt auf Grundlage von
Art. 6 Abs. 1 S. 1 lit. f) DSGVO, sofern kein hdherwertiges Schutzinteresse entgegen-
steht.

Zur Erfullung rechtlicher Verpflichtungen stitzt sich die Verarbeitung auf
Art. 6 Abs. 1 S. 1 lit. ¢c) DSGVO) i.V.m. entsprechenden spezialgesetzlichen Regelungen.
In medizinischen Notféllen, bei denen Sie nicht einwilligungsfahig sind (Wahrung le-
benswichtiger Interessen) erfolgt die Verarbeitung gemafl Art. 6 Abs. 1 S. 1 lit. d) und
Art. 9 Abs. 2 S. 1 lit. ¢) DSGVO.

Die Verarbeitung im Rahmen der Erfiillung 6ffentlicher Aufgaben erfolgt auf Basis von
Art. 6 Abs. 1 S. 1 lit. €) und Art. 9 Abs. 2 S. 1 lit. g) DSGVO i.V.m. mit dem IfSG, Landes-
gesundheitsgesetzen oder anderen spezialgesetzlichen Regelungen.

Fir die Verarbeitung von Daten zu wissenschaftlichen Forschungszwecken stitzen
wir uns auf Art. 9 Abs. 2 S. 1 lit. h) und j) DSGVO und Art. 89 Abs. 1 DSGVO i.V.m. §§ 27
und 22 Abs. 1 S. 1 Nr. 1 lit. b) und c) BDSG.

Die Verarbeitung erfolgt gemaR Art. 9 Abs. 2 S. 1 lit. f) DSGVO, wenn sie zur Geltend-
machung, Ausiibung oder Verteidigung von Rechtsanspriichen erforderlich ist oder
wenn Gerichte im Rahmen ihrer justiziellen Tatigkeit handeln.

Bei Kooperation im Rahmen von Aufsichts- und KontrollmaRnahmen, insbesondere
im Zusammenhang mit Rechnungsprufungen, interner und externer Revision, Verfahren
des Medizinischen Dienstes (MD), datenschutzrechtlichen Prifungen oder behdérdlichen
Verfahren beruht die Verarbeitung auf Art. 6. Abs. 1 S. 1 lit. ¢) und f) DSGVO, Art. 9 Abs.
2S.11it. i) DSGVO i.V.m. § 22 Abs. 1 S. 1 Nr. lit. b) und c) BDSG.
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o FUr Zwecke der Einfuhrung, Priifung, Betreuung und Wartung von IT-Systemen und
Anwendungen greift Art. 6. Abs. 1 S. 1 lit. f) DSGVO, Art. 9 Abs. 2 S. 1 lit. i) DSGVO
i.V.m.§ 22 Abs. 1 S. 1 Nr. 1 lit. b) und c) BDSG.

7. Wer sind Empfanger lhrer Daten?
Wir Gbermitteln Ihre Daten ausschlieRlich im Rahmen der Zweckbestimmung Ihrer Behandlung

sowie auf Grundlage der geltenden datenschutzrechtlichen Vorgaben.
Maogliche Empfanger lhrer Daten kénnen beispielsweise sein:

e andere behandelnde Arzte oder Kliniken (z.B. Facharzte, Hauséarzte, Krankenh&user);
e Apotheken;

¢ medizinische Dienste der Krankenkassen;

e Psychotherapeuten;

e kassenarztliche Vereinigungen;

e gesetzliche oder private Krankenversicherungen;

o Unfallversicherungstrager (Berufsgenossenschaften);

e privatarztliche Verrechnungsstellen oder Abrechnungszentren;

¢ Rehabilitations- und Therapieeinrichtungen;

¢ Notfalldienste oder Rettungsdienste;

e kooperierende Forschungseinrichtungen;

o Offentliche Stellen wie Gesundheitsamter, Infektionsschutzbehérden, Krebsregister;
e Versicherungsunternehmen;

e Medizinische Labore oder Diagnostikzentren;

¢ Inkasso Dienstleister;

e Kontroll- oder Prufbehdrden;

e Behorden, wie Gerichte, Finanzamter;

o Berufsgeheimnistrager, wie z.B. Steuerberater, Wirtschaftsprufer;

o weitere Einrichtungen der Gesundheitsversorgung oder -behandlung.

Im Rahmen der Erbringung unserer Leistungen setzen wir zum Teil externe Dienstleister ein,
die in unserem Auftrag tatig werden. Diese Dienstleister handeln als sogenannte Auftragsver-
arbeiter im Sinne von Art. 28 DSGVO. Das bedeutet, dass sie Daten ausschlieRlich in unse-

rem Auftrag und nach unseren spezifischen Weisungen verarbeiten.
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Alle Auftragsverarbeiter sind vertraglich verpflichtet, die datenschutzrechtlichen Vorgaben
einzuhalten, geeignete technische und organisatorische Malhahmen zum Schutz der Daten
zu ergreifen und die Daten weder eigenstandig zu nutzen noch an Dritte weiterzugeben. Eine

Verarbeitung flr andere als die ausdrticklich vereinbarten Zwecke ist nicht zulassig.
Zu den Auftragsverarbeitern kdnnen beispielsweise gehdren:

o |T-Dienstleister (z.B. fir Wartung, Support oder Netzwerksicherheit);
o Softwareanbieter (z.B. fur digitale Patientenformulare oder Online-Videosprechstunden);
e Hosting- oder Cloud-Dienste (z. B. flr Datenspeicherung oder Serverbetrieb);

e Abrechnungs- oder Buchhaltungsdienste.

Mit allen Auftragsverarbeitern schlieRen wir datenschutzkonforme Vereinbarungen geman

Art. 28 DSGVO ab, die die rechtmaRige Verarbeitung von Daten sicherstellen.

In bestimmten Fallen kann eine Weitergabe Ihrer Daten innerhalb der Unternehmensgruppe
erfolgen. Dabei ist sichergestellt, dass alle beteiligten Unternehmen durch entsprechende Da-
tenschutzvereinbarungen (insbesondere konzerninterne Vertrage) zur Einhaltung der gelten-

den Datenschutzvorgaben verpflichtet sind.

8. Findet eine Ubermittlung in Drittlinder statt?
Grundsétzlich erfolgt keine Ubermittlung von Daten an Stellen oder Personen auRerhalb der
Europaischen Union (EU) oder des Europaischen Wirtschaftsraumes (EWR). Sollte eine sol-
che Ubermittlung dennoch erforderlich werden, stellen wir sicher, dass die Voraussetzungen
der Art. 44 ff. DSGVO eingehalten werden. Dies umfasst insbesondere geeignete Garantien

zur Wahrung eines angemessenen Datenschutzniveaus im Drittland.

9. Wie lange speichern wir lhrer Daten?
Wir speichern lhre Daten nur so lange, wie dies zur Durchfihrung der Behandlung oder Un-
tersuchung sowie zur Erflillung gesetzlicher oder vertraglicher Pflichten erforderlich ist. Dar-
Uber hinaus gelten unterschiedliche gesetzliche Aufbewahrungsfristen — je nach Art der Daten
und des jeweiligen Fachbereichs. Beispiele hierfur sind die die Rontgenverordnung (RdV) bzw.
das Strahlenschutzgesetz (StriISchG), das IfSG, Transfusionsgesetz (TFG), das Gendiagnos-

tikgesetz (GenDG) sowie weitere berufsrechtliche oder spezialgesetzliche Vorgaben.
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Sobald |hre Daten fur diese Zwecke nicht mehr bendétigt werden und keine gesetzlichen Auf-
bewahrungspflichten entgegenstehen, werden sie geléscht oder datenschutzkonform anony-

misiert.

Nach § 630f Abs. 3 BGB und § 10 Abs. 3 der Musterberufsordnung fiir Arzte (MBO-A) besteht
eine gesetzliche Mindestaufbewahrungsfrist von 10 Jahren ab Abschluss der Behandlung.
Eine langere Aufbewahrung ist zulassig, wenn berechtigte Interessen des Patienten einer L6-
schung entgegenstehen oder die Daten zur Geltendmachung, Austibung oder Verteidigung
von Rechtsanspriichen erforderlich sind. Aus zivilrechtlichen Griinden — insbesondere zur Be-
weissicherung — kann eine Aufbewahrung von bis zu 30 Jahren notwendig sein, da arztliche
Haftungsanspriiche gemaf §§ 197 Abs. 1 Nr. 1, 199 Abs. 2 und Abs. 3 Nr. 2 BGB spatestens

nach 30 Jahren verjahren.

10. Wie werden lhre Daten geschiitzt?

11.

Zum Schutz lhrer Daten setzen wir umfassende technische und organisatorische Mal3nah-
men ein, die dem aktuellen Stand der Technik entsprechen. Dazu gehdéren u.a. Verschlis-
selung von Daten, Zugriffskontrolle und -beschrankung durch Rollen- und Rechtekonzepte,
regelmafige Sicherheitsaudits und Systemuberprifungen sowie datenschutz- und sicher-
heitsbezogene Schulungen unseres Personals.

Falls erforderlich, werden lhre Daten durch zusatzliche SicherheitsmaRnahmen weiter ge-
schutzt. Dies kann zum Beispiel die Anwendung spezieller Verschlusselungstechnologien,
die verstarkte Zugangskontrolle oder weitere technische und organisatorische MalRhahmen

umfassen, um hdchste Sicherheitsstandards zu gewahrleisten.

Welche MaBnahmen werden bei der Nutzung von Telemedizin ergriffen?

Bei der Nutzung telemedizinischer Angebote — etwa Videosprechstunden — ergreifen wir zu-
satzliche technische und organisatorische Mallnahmen, um den Schutz |hrer Daten und die
Vertraulichkeit der medizinischen Kommunikation sicherzustellen.

Vor der Inanspruchnahme telemedizinischer Leistungen wird Ihre Einwilligung zur Datenver-
arbeitung eingeholt. Die Verarbeitung und Sicherung lhrer Daten erfolgt dabei stets unter
Beachtung der geltenden datenschutzrechtlichen Vorschriften, der IT-Sicherheitsanforderun-

gen sowie einschlagiger fachgesetzlicher Regelungen.
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12. Wie wird mit der elektronischen Patientenakte (ePA) umgegangen?
Die Nutzung der ePA ist vollstandig freiwillig. Sie kdnnen der Anlage einer ePA durch lhre
Krankenkasse jederzeit widersprechen. Weiterfiihrende Informationen zur ePA finden Sie

unter im separaten Dokument ,Patienteninformation - elektronische Patientenakte (ePA)*.

13. Welche Rechte haben Sie als Betroffener?

Sofern wir lhre Daten verarbeiten, haben Sie im jeweiligen gesetzlichen Umfang ein Recht

auf

e Auskunft insbesondere Uber gespeicherte Daten und Verarbeitungszwecke
(Art. 15 DSGVO). Dieses Recht ist eingeschrankt durch die Ausnahmen des
§ 34 BDSG, wonach das Auskunftsrecht insbesondere entfallt, wenn die Daten nur auf-
grund gesetzlicher Aufbewahrungsvorschriften oder zur Datensicherung und Daten-
schutzkontrolle gespeichert sind, die Auskunftserteilung einen unverhaltnismafigen
Aufwand erfordern wirde und eine Zweckentfremdung der Datenverarbeitung durch
geeignete technische und organisatorische Mal3hahmen verhindert wird.

e Berichtigung unrichtiger bzw. Vervollstandigung unvollstandiger  Daten
(Art. 16 DSGVO).

e Loschung insbesondere nicht mehr erforderlicher Daten (Art. 17 DSGVO). Dieses
Recht unterliegt den Einschrankungen aus § 35 BDSG, wonach das Recht auf L6-
schung insbesondere entfallen kann, wenn im Falle nicht automatisierter Datenverar-
beitungen ein unverhaltnismafig hoher Aufwand fur die Loschung besteht und Ihr In-
teresse an der Loschung als gering anzusehen ist.

e Einschrankung der Verarbeitung im Rahmen der gesetzlichen Vorgaben
(Art. 18 DSGVO).

e Widerspruch gegen die Verarbeitung im Rahmen der gesetzlichen Vorgaben
(Art. 21 DSGVO).

o Dateniibertragung, sofern die Verarbeitung auf lhrer Einwilligung, der Erfillung eines
Vertrags oder unter Einsatz automatisierter Verfahren basiert (Art. 20 DSGVO).

o Widerruf einer erteilten Einwilligung (Art. 7 Abs. 3 S. 1 DSGVO).

e Einsicht in Ihre Patientenakte gem. § 630g BGB: Sie haben das Recht, Einsicht in
Ihre vollstandige Patientenakte zu nehmen, sofern keine erheblichen therapeutischen

Grunde oder Rechte Dritter dem entgegenstehen.

Es findet keine automatisierte Entscheidungsfindung oder Profiing im Sinne des
Art. 22 DSGVO statt.
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Ferner haben Sie die Mdglichkeit, sich mit Beschwerden an unseren Datenschutzbeauf-
tragten (sofern benannt) oder an die zustandige Aufsichtsbehérde zu wenden. Den Daten-
schutzbeauftragten erreichen Sie unter der im Impressum angegebenen Anschrift mit dem
Zusatz ,Datenschutz oder per E-Mail an die in unserer Datenschutzerklarung genannte
Adresse. Zustandig ist die Datenschutzaufsichtsbehdrde des Bundeslandes, in dem unsere
medizinische Einrichtung ihren Sitz hat. Eine Ubersicht aller Aufsichtsbehérden mit Kon-

taktdaten finden Sie unter: https://www.datenschutzkonferenz-online.de/datenschutzauf-

sichtsbehoerden.html.

lhr Praxisteam
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